
Identify key risk

Develop inherent risk ranking

Develop residual risk ranking

Develop risk response

Identify emerging risks

Perform enterprise-wide  
risk assessment

Conduct planned and adhoc 
risk assessments

Risk self-assessments

Update risk dashboard,  
top risks, and emerging risk 
reports

Division Chief Council 
oversight

Executive Risk Management 
Committee oversight

Present risk dashboard  
and top risk reports to  
Risk and Audit Committee 
for Board oversight

Repeat process on a recurring basis.

Gather data and 
intelligence

Identify, assess, analyze 
and respond

Report and monitor  
risks by Board

Report and monitor risks 
by division chiefs and 
Executive Leadership

Risk Report Process Map  |  Enterprise Risk Management Division

Review external factors

•	News, events and industry 
trends

•	Legislative and regulatory 
change

•	Technology, business, and 
economic changes

•	Risk industry best practices  
and benchmarks

Review internal factors
•	CalPERS strategic plans
•	Business area objectives
•	Board and management’s 

input
•	Business partner data
•	Prior audits
•	Enterprise risks

The Enterprise Risk Management Division risk report update process starts with a defined risk 
framework which includes analyzing internal and external factors. The process is a collaborative 
effort between staff, management and Executive Leadership where material risks are identified, 
assessed, mitigated, monitored and reported.
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•	Seek input from Executive 
Leadership and senior 
management on internal and 
external factors that my be 
impacting the enterprise and 
enterprise-wide risk domains

•	Review current business and 
strategic plan objectives and 
goals

•	Review previous enterprise-
wide and adhoc risk 
assessments

•	Review risk industry best 
practices and benchmarks

•	Seek news and events that may 
impact CalPERS

•	Review prior audits or special 
reports developed within 
departments and divisions

•	Review feedback from Board on 
prior risk reporting periods

•	Coordinate risk identification 
efforts with division chiefs and 
responsible risk domain owners

•	Develop inherent risk rankings 
for key risks identified based 
upon enterprise risk criteria

•	Review risk responses and 
develop residual risk rankings 
for key risks identified based 
upon enterprise risk criteria

•	Develop risk registers

•	Analyze risks and information 
gathered to identify emerging 
risk reported to risk governance 
committees

•	Update and finalize risk 
dashboard, top risk reports, 
and emerging risk reports as 
determined during risk analyses 
with operational teams

•	Report final results to Division 
Chief Council and Executive 
Risk Management Committee

•	Discuss results and make 
changes to reports as 
determined

•	Finalize risk reports for 
distribution to Risk and Audit 
Committee

•	Update and finalize risk 
dashboard, top risk reports, 
and emerging risk reports as 
determined during risk reporting 
to division chiefs and Executive 
Leadership

•	Report final results to Board  
Risk and Audit Committee

•	Record Board oversight 
comments and address as 
required

Review external and 
internal factors

Identify, assess, analyze 
and respond

Report and monitor  
risks by Board

Report and monitor risks 
by division chiefs and 
Executive Leadership

Note: The risk assessment process is an ongoing activity. Recurring efforts are 
coordinated with appropriate offices, departments and divisions as needed and 
as illustrated in the Annual Risk Assessment Plan.

Risk Report Process Map  |  Enterprise Risk Management Division  (continued)
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